NOTE:
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Use of this document is limited to Temple University Health System staff only. It is not to be copies or distributed outside of the institution without Administrative permission.

DATE: 12-10-2008
- HIPAA Security Rule 164.310(a)(2)(ii) requires TUHS to implement policies and procedures to safeguard the facility and the equipment therein from unauthorized physical access, tampering, and theft. The use of encryption and password protection to protect ePHI, in this case, mitigates these risks.
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